To verify that the QAMUT tool can process update request(s), which based on Granule UR, LocalGranuleId, or ESDT and temporal window.   The update request(s) can come in as an email or download from a SCF FTP site.   The QAMUT tool is able to update the Science and Operational QA Flag and the corresponding explanation fields.  Upon the completion of the request, the QAMUT tool is able to send an e-mail to the Science Computing Facility (SCF) or DAAC staff when there’s failure in processing the request, and send an email to requester when the request successfully completed only if the e-mail notification option has been set up for the requesting SCF or DAAC.

QAMUT has been configured for testing in TS2 mode.  

The EcDsQAMUTEmailScript.pl script resides on g0mss21 under /usr/ecs/TS2/CUSTOM/utilities. 

The EcDsQAMUT.pl and EcDsQAMUTBcp.pl scripts reside on g0acg01 under /usr/ecs/TS2/CUSTOM/utilities.

The QAMUT Utility is started by invoking the following command:

 EcDsQAMUT.pl  <command line parameters> 
QAMUT Utility Commands

The QAMUT Utility provides the following 8 granule update options. Within each option, the order of the command line arguments can be switched except that the MODE has to be the first argument and the filename has to follow –file.

1. EcDsQAMUT.pl <MODE> Process all the request  files from the QAMUTRequestDir   directory, displays detailed information to the operator about granules as they are updated. The operator is also asked for confirmation before the update.  Utility exits the request when the first non  retryable error occurs in that request.

2. EcDsQAMUT.pl <MODE> -noprompt  Same as 1 except that it does not display detailed information to the operator and the operator is not asked for confirmation before the update. 

3. EcDsQAMUT.pl <MODE> -noexitonerr Same as 1 except that the utility continues processing the request when non retryable error occurs in that request.

4. EcDsQAMUT.pl <MODE> -noprompt -noexitonerr Same as 2 and 3 combined.

5. EcDsQAMUT.pl <MODE> -file <filename>  Same as 1 except that it only processes one file from the command line.

6. EcDsQAMUT.pl <MODE> -file <filename> -noprompt Same as 2 except that it only processes one file from the command line.

7. EcDsQAMUT.pl <MODE> -file <filename> -noexitonerr Same as 3 except that it only processes one file from the command line.

8. EcDsQAMUT.pl <MODE> -file <filename>  -noprompt –noexitonerr Same as 6 and 7 combined.

Input File Name Format

The input file name has to follow the following format depending on MODE, SCF site where the request is from and when the request is generated:

<MODE>_<SCFSite>_QAUPDATE.<year><month><day><hour><minute><second>

The following example shows the filename from AIRS for OPS mode at 12:20:30 on Feb. 28, 2002.

OPS_AIRS_QAUPDATE.20020228122030

Request Body

For requests based on  LGID:

    begin QAMetadataUpdate {Science | Operational} LGID

    <ShortName><tab><VersionID><tab><LGID><tab><measured parameter     

    name/ALL><tab>< QA flag value><tab>< QA flag explanation value><return>

    ……repeat for each LGID

    end QAMetadataUpdate

For requests based on  GranuleUR:

    begin QAMetadataUpdate {Science | Operational} GranuleUR

    <ShortName><tab><VersionID><tab><GranuleUR><tab><measured parameter     

    name/ALL><tab>< QA flag value><tab>< QA flag explanation value><return>

    ……repeat for each GranuleUR

    end QAMetadataUpdate

For requests based on ESDT  and temporal range:

    Begin QAMetadataUpdate {Science | Operational} ESDT

    <ShortName><tab><VersionID><tab><range beginning date><tab><range ending  

    date><tab><measured parameter name/ALL > <tab><QA flag value><tab><QA flag 

    explanation value><return>

    ……repeat for each ESDT

    end QAMetadataUpdate

An extensive testing is required to address the following questions:

  - The full range of functionality needs to be exercised.

  - Error conditions need to be exercised.

  - Does QAMUT truly reject an unauthorized update request?

  - Can one ESDT be updated by more than one user?

Following twenty four test procedures are designed for exercising the functionality of the QAMUT

TEST PROCEDURE 1

This test verifies that QAMUT is able to process a QA update request, which is in the Granule UR address format and it is come in through e-mail, for updating the Science QA flag and explanation with the prompt option.   The test needs to verify the following:

a. The QA flags and explanation fields are updated as requested.

b. An E-mail notification is sent to the configured e-mail address of the requester with copies to a list of DAAC configured e-mail addresses.

c. The e-mail notification contains the correct message and completion status.

d. The log file contains the correct log entries.

e. The QAMUT displays correct run time messages.

The QAMUT prompts for operator confirmation before update.

TEST PROCEDURE 2

Repeat test 1 with an update request for updating the Operational flag.  

TEST PROCEDURE 3

Repeat Test 1 except that the update request is in Local Granule ID (LGIDs) format.  Also, there is no pre-existing log file.   Verify that all items in test 1 are satisfied and a new log file is created.

TEST PROCEDURE 4

Repeat test 3 except that the update request is for updating Operational QA flag values and the log file is exists. Verify that all items in test 1 are satisfied and the log entries are appended into the existing log file.

TEST PROCEDURE 5

This test verifies that QAMUT is able to process a QA update request for 10 or more granules specified by the Granule UR address.  The request file is created or downloaded from an SCF FTP site and is designed to update the Science QA flags of the individual measured parameters, each with a different set of QA flag and explanation values.  

TEST PROCEDURE 6

Repeat test 5 except that the update request contains some non-existent granule UR(s).

TEST PROCEDURE 7

Repeat test 5 except that the update request is for the Operational QA Flag values.

TEST PROCEDURE 8

Repeat test 5 with update request is for Local granule Ids.

TEST PROCEDURE 9

Repeat test 8 except the update request is for the Operational QA flag values.

TEST PROCEDURE 10

Repeat test 1 except that the update request is for ganules specified by ESDT ShortName, VersionID, and a temporal window.

TEST PROCEDURE 11

Repeat test 10 except that the update request is for updating the Operational QA flag values.

TEST PROCEDURE 12

Repeat test 5 except that the update request is for granules specified by ESDT ShortName, VersionID, and a temporal window.

TEST PROCEDURE 13

Repeat test 12 except the update request is for the Operational QA flag values.

TEST PROCEDURE 14

Repeat test 12,  except that a no-prompt option is specified when making the QAMUT run.  Verify that the QAMUT tool does not prompt the operator for confirmation.

TEST PROCEDURE 15

Repeat test 1, provide a negative response for confirmation.  Verify that:

a. The QA flags and explanation fields are not updated.

b. No e-mail notification is sent to the requester.

c. The log contains the correct log entries.

d. The QAMUT displays correct run time messages.

TEST PROCEDURE 16

This test verifies that the QAMUT is able to process the update request, which contains an e-mail address from a site not included in the valid SCF or DAAC sites.  Verify that:

a. The request is not processed.

b. The details of the request are logged.

c. An e-mail notification is sent to the requester indicating that the request has been rejected due to authentication failure.

TEST PROCEDURE 17

Repeat test 16 except that the update request contains ESDT that is not allowed for the requester’s e-mail address.

TEST PROCEDURE 18

Perform a test similar to test 5 with the update request contains one or more non-existent granule Ids, some granules with invalid measured parameter names, and some with invalid QA flag values.  Verify that:

a. QAMUT displays and logs the error messages for the granules with errors.

b. The QA flags and the explanation fields for all other granules without syntax errors are updated as requested.

c. The e-mail notification to the requester provides specific error messages for the granules that were not updated.

TEST PROCEDURE 19

Run QAMUT in two different modes, verify that each of the QAMUT processes the update request as specified.

TEST PROCEDURE 20

Run a test similar to test 10 with an update request that the number of granules to be updated will exceed the configured maximum threshold.  Upon warning by the QAMUT, the operator will still go ahead with the update.  Verify that:

a. The QAMUT displays a warning message and prompts the operator for confirmation.

Upon operator confirmation to go ahead with the update, the QAMUT performs the updates as requested.

TEST PROCEDURE 21

Repeat test 10 except that the operator will terminate the update request.  

Verify that:

a. The QAMUT displays a warning message and prompts the operator for confirmation.

b. Upon operator’s negative response, the QAMUT will terminate.

c. The QA flags and explanation fields are not updated.

d. An e-mail notification is sent to the requester with copies to a list of configured e-mail addresses providing reason for failure.

e. The log contains the correct log entries.

f. The QAMUT displays correct run time messages.

TEST PROCEDURE 22

This test verifies that the QAMUT will send an e-mail notification to the requester when processing an update request, which contains invalid format.

TEST PROCEDURE 23

This test verifies that the QAMUT is able to process multiple files in the local directory based on the time stamp on the file.

TEST PROCEDURE 24

This test verifies that the QAMUT will send an e-mail notification to the requester when processing an update request, which contains invalid temporal range.

